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Abstract of the contribution: This paper proposes to add key issues for V2P Service to TR for FS_V2XLTE-ARCH. 

1. Introduction

Clause 4.2 of TR 22.885 v1.0.0 describes V2P communications as below.
	4.4
Vehicle-to-Pedestrian (V2P)

E-UTRAN allows such UEs that are in proximity of each other to exchange V2P-related information using E-UTRAN when permission, authorisation and proximity criteria are fulfilled. The proximity criteria can be configured by the MNO. However, UEs supporting V2P Service can exchange such information even when not served by E-UTRAN.
The UE supporting V2P applications transmits application layer information. Such information can be transmitted either by a vehicle with UE supporting V2X Service (e.g., warning to pedestrian), or by a pedestrian with UE supporting V2X Service (e.g., warning to vehicle).
V2P includes the exchange of V2P-related application information between distinct UEs (one for vehicle and the other for pedestrian) directly and/or, due to the limited direct communication range of V2P, the exchange of V2P-related application information between distinct UEs via infrastructure, e.g., RSU.


Table 1 summarizes which requirement aspect(s) is described in ‘Potential Requirements’ clause for each V2P use case in TR 22.885 v1.0.0.  This paper introduces three requirement aspects which need to be considered in SA2, i.e. 
i)
Service authorization
ii)
V2X message tx/rx between a vehicle and a device carried by an individual (e.g. handheld terminal carried by a pedestrian, cyclist, driver or passenger)
iii)
Policy/Parameter provisioning
Table 2 lists key potential requirements per requirement aspect related to V2P use cases.
Table 1: V2P use cases and requirement aspects described in ‘Potential Requirements’ clause
	Clause#
	Use Cases
	Described requirement aspects

	5.17
	Warning to Pedestrian against Pedestrian Collision
	Service authorization
V2X message tx/rx between a vehicle and a device carried by an individual

	5.18
	Vulnerable Road User (VRU) Safety
	V2X message tx/rx between a vehicle and a device carried by an individual

	5.21
	V2X access when roaming
	V2X message tx/rx between a vehicle and a device carried by an individual
Policy/Parameter provisioning

	5.22
	Pedestrian Road Safety via V2P awareness messages
	V2X message tx/rx between a vehicle and a device carried by an individual


Table 2: Key potential requirements related to V2P use cases
	Requirement aspect
	Key potential requirements

	i) Service authorization
	A UE supporting V2X Service shall be authorized for vehicular services.
A UE (for pedestrian) supporting V2X Service shall be authorized by the MNO for vehicular services.

	ii) V2X message tx/rx between a vehicle and a device carried by an individual
	A UE that supports V2P Services (i.e. used by pedestrian) shall be able to transmit and receive periodic broadcast messages (i.e. awareness messages) and event-driven messages (e.g. warnings).
The 3GPP System shall support communication between devices for V2P Service which can be: Served by the same PLMN, including when roaming; or
Served by different PLMNs, including when roaming.

	iii) Policy/Parameter provisioning
	The 3GPP System shall support communication between devices for V2P Service which can be: Served by the same PLMN, including when roaming; or
Served by different PLMNs, including when roaming.


2. Proposal
It is proposed to add the following key issues for V2P Service to TR for FS_V2XLTE-ARCH.
* * * * Start of 1st Change * * * *
5.2
Key Issues for V2P
5.2.x
Key Issue P#x: Service authorization for V2P
5.2.x.1
General description
In order for the UE to use V2P Service, service authorization for V2P is needed. 
For this key issue the following aspects need to be studied at least:
-
Means for the MNO to authorize a UE to use V2P Service.

-
Means for the MNO to revoke authorization for a UE related to V2P Service.
* * * * Start of 2nd Change * * * *
5.2.y
Key Issue P#y: V2X message transmission/reception between a vehicle and a device carried by an individual for V2P
5.2.y.1
General description
Transmission of a V2X message for V2P Service can be triggered periodically or based on a certain event. One party of the communication is a vehicle and the other party of the communication is a device carried by an individual (e.g. handheld terminal carried by a pedestrian, cyclist, driver or passenger).
To support V2X message transmission/reception between a vehicle and a device carried by an individual for V2P, the following aspects need to be studied at least:
- 
Means for V2X message transmission/reception for V2P Service.

-
Addressing/identifier to broadcast a V2X message for V2P Service.
When studying the above aspects, the following needs to be considered:
-
when the UE is non-roaming and when the UE is roaming.

* * * * Start of 3rd Change * * * *
5.2.m
Key Issue P#m: Policy/Parameter provisioning for V2P
5.2.m.1
General description
A UE supporting V2P Service shall be able to transmit and receive V2X messages for V2P Service when not roaming as well as when roaming.
To support above, the following aspects need to be studied at least:
- 
Means for provisioning authorization policy and parameters for V2X message transmission/reception for V2P Service, considering:
-
when the UE is non-roaming and when the UE is roaming.
* * * * End of Changes * * * *
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